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ultimately on the circumstances of each separate case, but even when
circumstances show that the necessity for information is high, the as-
sertion of military secrets trumps that necessity.

A higher profile case that dealt with the state secrets privilege
and set out another important aspect of the privilege was Ellsberg v.
Mitchell."" Ellsberg involved the "Pentagon Papers" controversy.119

Daniel Ellsberg leaked sensitive information to the New York Times,
detailing how Presidential administrations from Dwight D. Eisen-
hower through Richard M. Nixon misled the American public about the
progress (or lack thereof) of the military action in the Vietnam War.120

Ellsberg later sued the government, alleging Constitutional violations
stemming from secret electronic wiretapping. 121 During the suit, as in
Reynolds, a dispute arose surrounding certain pieces of evidence in-
cluded in a discovery request. 122 The Government filed four privilege
claims per Reynolds and attempted to answer the plaintiffs' requests
as fully as possible. 123 The Plaintiffs, however, were unsatisfied and
compelled further responses, but the District Court ruled that the evi-
dence was protected by the privilege. 124 As a result, the Government
filed a motion in limine and received a partial final judgment, subject
to appellate review. 125 The United States Court of Appeals ruled that
the privilege applied to all evidence in question except for the names of
Attorneys General who authorized the wiretaps.126

Ellsberg followed precisely the instruction given by the Su-
preme Court in Reynolds as to how to handle a state secrets
proceeding. 127 In addition, Ellsberg clearly defined the consequences
of a successful privilege claim. 128 The Court of Appeals found the "suc-
cessful assertion [of the privilege] may be fatal to the underlying case"
because the evidence prohibited by the privilege may prevent the

118. 709 F.2d 51 (D.C. Cir. 1983).
119. In the context of this article, the use of Ellsberg is particularly ironic, Wikileaks

uses the example of Daniel Ellsberg as the inspiration behind the concept of Wikileaks. See
supra note 15. But see Derek E. Bambauer, Consider the Censor, 1 WAKE FOREST J.L. &
POL'Y _ (2011), available at http://ssrn.com/abstract=1757890. (Arguing critical ethical and
practical differences between Wikileaks and Daniel Ellsberg render any positive connection
between the two false).

120. 1 WAKE FOREST J.L. & POL'Y at .

121. 709 F.2d 51 at 53.
122. Id.
123. Id. at 55.
124. Id. at 56.
125. Id.
126. Id. at 60.
127. Id. at 56-58.
128. Id.
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plaintiff from establishing a prima facie case. 129 Therefore, any suc-
cessful assertion of the privilege will, in all likelihood, end a challenge
brought against the government. These pronouncements by the Su-
preme Court and the Court of Appeals for the D.C. Circuit, establish
the state secrets privilege. 30

III. PRESIDENTIAL POWER AT ITS HIGHEST

As previously discussed, the President should take a course of
action to cut off the flow of information from potential uploaders to the
website.13a With Youngstown in mind, however, the President must
first find an authority on which to base his actions. The President's
actions should be directed toward the leakers from within the United
States. Even though Wikileaks hosts on servers in Sweden and can be
accessed almost anywhere an internet connection is available1 32, use of
the broad foreign relations power afforded to the President does not
solve the internal nature of leaking documents. Therefore, the Presi-
dent cannot rely upon the broad foreign relations powers. Although
Wikileaks has posted countless volumes of United States military doc-
uments, the President cannot use his power as Commander-in-Chief,
because to do so would be contrary to Justice Jackson's warnings about
the use of such power "turned inwardly."133 With little Constitutional
authority left on which the President can rely, he should then find his
authority in a Congressional act.

A. The Authority: The National Security Act 34

The President can find a limited amount of authority to act
against Wikileaks within certain provisions of the NSA.135 Subchapter
V provides authority for the President to instruct the heads of the re-
spective intelligence agencies to take measures necessary to prevent
unauthorized disclosure of classified operational files. 136 Subchapter
V, entitled "Protection of Operational Files", empowers the Directors of
the Central Intelligence Agency (CIA)13 7, the National Geospatial-In-

129. Id. (alteration in original).
130. See 345 U.S. 1, See also United States v. Reynolds, 709 F.2d 51 (1953).
131. See discussion infra. p. 9.
132. See discussion infra. p. 6.
133. See discussion infra. p. 14.
134. 50 U.S.C. Ch. 15 (2005).
135. 50 U.S.C. §§431-432 (2005).
136. Id.
137. 50 U.S.C. §431.
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telligence Agency (NGA)13 , the National Reconnaissance Office
(NRO) 139 and the National Security Agency1 40, with the cooperation of
the Director of National Intelligence, to exempt their respective "opera-
tional files" from the provisions of the Freedom of Information Act 141
"which require [s] publication, disclosure, or search or review in connec-
tion therewith."142 The NSA defines "operational files" generally as
the files of each agency that "document the means by which foreign
intelligence or counterintelligence is collected through scientific or
technical means."' 43 In other words, the documents that detail how
intelligence and counterintelligence was obtained may be exempt from
disclosure and remain classified.1 44

Besides operational files, the NSA imposes criminal liability for
those who leak information regarding the identities of undercover in-
telligence officers, informants, agents and sources. 145 The NSA
imposes punishments according to the level of information clearance
that the leaker possesses. 146 For instance, anyone who has direct ac-
cess to the information that identifies undercover entities and
intentionally disseminates such information is subject to fine and im-
prisonment for no fewer than 10 years. 147 Those with access to other
classified information, however, who happen to learn the identity of an
undercover entity and intentionally disseminate the information are
subject to a fine and imprisonment for no fewer than five years.14 8 Re-
gardless of who exposes such information, Congress clearly intended to
keep such information classified, or it would not have imposed such
harsh penalties.

The NSA grants further authority to make it more difficult to
leak documents. 149 Subchapter VI, titled "Access to Classified Infor-
mation", details in part the procedures imposed upon the agency
directors to control access to classified information.150 Section 435 of

138. 50 U.S.C. §432.
139. 50 U.S.C. §432a.
140. 50 U.S.C. §432b.
141. 5 U.S.C. §552 (2009).
142. 50 U.S.C. §431(a). See also 50 U.S.C. §432(a). See also §432a(a). See also §432b(a)

(alteration in original).
143. 50 U.S.C. §431(b). See also 50 U.S.C. §432(a)(2)(A). See also §432a(a)(2)(A). See

also §432b(b).
144. Id.
145. 50 U.S.C. §421 (1999).
146. Id.
147. §421(a).
148. §421(b).
149. 50 U.S.C. §435 (2002).
150. Id.
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Title 50 includes an express grant to the President "[to] establish pro-
cedures to govern access to classified information [that] shall be
binding upon all departments, agencies, and offices of the executive
branch of Government."1 5 1 The statute prescribes the minimum proce-
dures to determine access to classified information, such as
background investigations 15 2 and financial disclosure.5a In an effort
to maintain fairness, the statute also directs agency directors who re-
voke access to give appropriate notice to the employee losing access. 154

The NSA, however, also includes a catchall provision, giving authority
to deny or terminate access to classified information if national secur-
ity so requires.155 The agency director may only use this power when
following the procedures for revocation of access would be inconsistent
with national security.156

The last grant of Congressional authority can be derived from
FOIA.' 57 FOIA created a list of nine exceptions to the rule that govern-
ment agencies were to provide information to the American public and
established a system by which Americans could access government
documents.s58 The foremost exception grants the President authority
to exempt from FOIA information "to be kept secret in the interest of
national defense or foreign policy."15 9 In addition, the President must
properly classify exempt information controlled by the Executive Or-
der.160 Another important exemption, Exemption 3, applies to
information specifically exempted in another statute. 6 1 For instance,
the files exempted by the NSA fall under Exemption 3. FOIA allows
the President to keep files unavailable to the public if the interests of
national security are best served or if a different statute prevents pub-
lic disclosure.162

151. 50 U.S.C. §435(a) (alteration in original).
152. §435(a)(1-2).
153. §435(a)(3-4).
154. §435(a)(5).
155. §435(b)(1).
156. Id.
157. 5 U.S.C. §552 (2011).
158. §552(b).
159. §552(b)(1)(A).
160. §552(b)(1)(B).
161. §552(b)(3).
162. Id.
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B. Applying Youngstown

Turning to Youngstown, the President can use the abovemen-
tioned sections of the NSA and FOIA to issue an Executive Order
placing greater restrictions on classified information.163 With greater
restrictions, the flow of information into a website such as Wikileaks
should slow down, or even cease. The NSA specifically exempts "opera-
tional files" from FOIA's government openness mandate. 164 Thus, any
properly written Executive Order maintaining the confidentiality of
CIA, NGA, NRO and National Security Agency operational files will
fall directly in line with Congressional intent.16 5 The FOIA national
security exemption also grants the President authorization to restrict
information that best serves national security interests. 166 Therefore,
the President may use an Executive Order to restrict information if it
protects national security.

The Congressional authority granted the President, however,
only extends so far in the context of the NSA. 167 The President can
only exempt information covered by the NSA; information possessed by
the CIA, NGA, NRO and National Security Agency.168 Thus, if the
President attempts to draft a similar Executive Order instructing, for
example, the Secretary of the Interior to restrict access to the Depart-
ment of the Interior's operational files, he most likely will exceed his
authority because no Congressional authority exists that would satisfy
Justice Jackson's first category.169 Although the NSA does not prevent
the dissemination of all information from the US government, it allows
the President to restrict dissemination from the US intelligence
agencies. 170

The method the President should employ to restrict information
leaks would be the issuance of an Executive Order instructing the di-
rectors of the agencies covered by the NSA to make security clearances
more difficult to obtain and keep. The Executive Order must follow at
least the minimum procedural requirements for issuance and mainte-
nance of a security clearance covered by the NSA. 171 Under Justice

163. 50 U.S.C. §431-432, 5 U.S.C. §552.
164. 50 U.S.C. §431(a). See also 50 U.S.C. §432(a). See also §432a(a). See also §432b(a).
165. Id.
166. 50 U.S.C. §552(b)(1)(A).
167. See 50 U.S.C. §431(a). See also 50 U.S.C. §432(a). See also §432a(a). See also

§432b(a).
168. See discussion infra. p. 19.
169. See supra note 3 (Jackson, J. concurring).
170. 50 U.S.C. §431-432
171. See 50 U.S.C. §435.
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Jackson's view of Presidential power, any act by the President in con-
travention of the Congressional mandated procedural requirements
would fall within the lowest realm of Presidential power. 172 The Exec-
utive Order will need, at least, provisions handling background checks
and financial disclosures during the period when an employee seeks a
higher security clearance and while the employee maintains that se-
curity clearance. 173 The President may, however, impose stricter
limits on the issuance of security clearances. 174 The President also
must ensure that the agency directors give appropriate notice should
they revoke an employee's security clearance.175 By following the pro-
cedural minimums, an Executive Order restricting security clearances
will be within the maximum of Presidential power as defined by Jus-
tice Jackson's Youngstown concurrence. 176 The Order should place
classified information in the hands of those the agency directors trust
the most, and the leaking of sensitive information onto Wikileaks
should cease.

IV. THE "TWILIGHT ZONE" AND THE "LOWEST EBB"

A. The Authority (or Lack Thereof): NSA and FOIA

FOIA contains no direct references to the State Department.177

Rather, the State Department falls under the broad definition of
"agency" under FOIA.a78 Exemption 1 of FOIA may apply to the State
Department, but it grants no specific affirmation of power from Con-
gress to the President.179 Exemption 3 does not apply in the Wikileaks
situation because no statute specifically exempts the State Depart-
ment's intra-department cables from FOIA.180 With no specific

172. 343 U.S. at 647 (Jackson, J. concurring)
173. See 50 U.S.C. §435(a)(1-4).
174. See §435(a).
175. See §435(a)(5).
176. 343 U.S. at 634-655 (Jackson, J. concurring)
177. See 5 U.S.C. §552.
178. 5 U.S.C. §552(f). ("[Algency' as defined. ..includes any executive department,

military department, Government corporation, Government controlled corporation, or other
establishment in the executive branch of the Government (including the Executive Office of
the President), or any independent regulatory agency") (alteration in original).

179. See 5 U.S.C. §552(b)(1)(A).
180. The Department of State has successfully claimed FOIA exemptions for files that

would endanger the intelligence gathering process. But the diplomatic cables released by
Wikileaks in 2010 do not mention the intelligence gathering process and are thus not
controlled by the FOIA precedent. See e.g. Agee v. Central Intelligence Agency, 524 F.Supp.
1290 (D.D.C. 1981).
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authority either granting or proscribing Presidential ability to control
information inside the State Department, action taken by the Presi-
dent to control State Department files falls into the twilight zone of
power.

Unlike the Department of Defense intelligence organizations
named throughout the NSA, the Department of State is seldom
named.181 When the State Department receives mention, it comes in
the form of a restriction on the ability to handle classified informa-
tion. 182 Under Section 435 of Title 50, the Director of the CIA must
certify that the State Department fully complies with directives cre-
ated by the Director himself for the handling, retention and storage of
classified materials.183 Thus, it appears that Congress did not intend
for the State Department to have much control over classifying
information.

Another aspect of the NSA worth noting deals with the Defense
Intelligence Agency (DIA). The DIA was initially included with the
group of Department of Defense intelligence agencies exempt from dis-
closure of operational files. 18 4 Much like its counterparts in the
Department of Defense, the Director of the DIA possessed the author-
ity to exempt operational files from disclosure under FOIA. 185 In 2007,
however, the section relating to the DIA was allowed to terminate.186

By allowing the DIA coverage in Section 432 to terminate, Congress
eliminated the DIA's authority to make decisions that could cut the
flow of information.187

B. Youngstown Applied, Again

Applying Justice Jackson's concurrence in Youngstown, Presi-
dential power to alter the classification of information within the State
Department and the DIA falls under categories two and three: the twi-
light zone and the "lowest ebb". 18 The results, however, may end up
the same - the President lacks power to affect the information.

181. See 50 U.S.C. Ch. 15 (2005), see also discussion infra. pp. 19-22.
182. Limitation on handling, retention, and storage of certain classified materials by the

Department of State, 50 U.S.C. §435a (2000).
183. §435a(a).
184. 50 U.S.C. §432c, repealed. 2007. See also 50 U.S.C. §432. See also §432a.
185. §432c(a-b).
186. §432c.
187. See PL 109-163, 2006 HR 1815.
188. Id., see also Youngstown Sheet and Tube Co. v. Sawyer, 343 U.S. 579, 647 (Jackson,

J. concurring).



FLORIDA A & M UNIV. LAW REVIEW

Since FOIA is silent about the State Department, the Presi-
dent's ability to limit the flow of information falls within the twilight
zone. Thus, any Presidential action must be looked upon through the
individual circumstances of each case. The State Department docu-
ments leaked to Wikileaks were diplomatic cables detailing personal,
and often insulting, observations about foreign officials and situa-
tions.189 Essentially, the President would have to control the
classification of officially documented gossip. Although the presump-
tion of twilight zone issues leans towards permitting Presidential
power, action to halt the leaking of gossip will likely run afoul of the
First Amendment.190 Much like Justice Jackson's concern that the
seizure of steel mills will fly in the face of the Fifth Amendment Due
Process rights 91 , the information contained within the cables appears
to be little more than gossip, which falls short of most classified infor-
mation. Therefore, any Presidential restriction imposed on the State
Department would likely run counter to First Amendment guaran-
tees.192 Exercising Presidential power in the twilight zone to limit
access to information otherwise available under FOIS is precarious.
Thus, the leaking of diplomatic cables such as the December 2010
cables may continue with few impediments.

Should the President attempt to strengthen the classification of
State Department files under the NSA, the President will find himself
in the "lowest ebb" of his power. The President may be able to indi-
rectly influence the classification and handling of security clearances in
the State Department records through the provision granting the Di-
rector of the CIA control over such handling.193 That would be
indirect, however, and a direct mandate from the President to the Sec-
retary of State or any State Department agency heads would be
incompatible with Congress' intent.19 4 Congress stripped the State De-
partment of control over the handling of confidential information,
sending a clear message that the State Department was not to handle
classified materials unless approved by the CIA.195 An Executive Or-
der giving such authority to the State Department would thus run

189. At a glance: Wikileaks cables, BBC NEWS, available at http://www.bbc.co.uk/news/
world-us-canada-11914040.

190. See generally, U.S.CONST. amend. I.
191. See discussion infra. p. 14.
192. See generally, U.S. CONST. Amend. I.
193. 50 U.S.C. §435a. (emphasis added).
194. Id. see also Youngstown, 343 U.S. at 647 (Jackson, J. concurring).
195. 50 U.S.C. §435a
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contrary to the will of Congress.196 Therefore, such an order would
have a strong presumption against it.197

With regards to the DIA, the President would fall into the low-
est ebb of Presidential authority should he seek to restrict the
accessibility of DIA operational files. By repealing Section 432c, Con-
gress performed the negative act by omitting the DIA's ability to
exempt files from FOIA and thus maintaining the secrecy of such
files.198 Although the President could argue that the inaction by Con-
gress places this within the twilight zone of power - therefore giving
him the presumptive power to issue an Executive Order - the fact that
the DIA once possessed the power' 99 to limit the availability of opera-
tional files but was stripped of that power suggests that Congress no
longer intended for the DIA to possess this power. An Executive Order
instructing the Director of the DIA to further restrict DIA access to
operational files would run counter to Congress' withholding of the
power to classify.200 If the President has no power to promulgate such
an Executive Order, Wikileaks remains free to publish these
documents.

V. How CONGRESS MAY GRANT MORE POWER

Having determined that the President has either the tenuous
power of the twilight zone or no power at all to instruct the State De-
partment or the DIA to exert greater control over their own documents,
the question is then what can Congress do to address the situation?
With no express Constitutional authority, the President needs Con-
gressional authorization to avoid finding confidential information from
the State Department and DIA uploaded to Wikileaks. 201

For the DIA, the grant of power is rather simple; reinstate sec-
tion 432c of the NSA. Reinstatement of the statute would give the DIA
the same ability to exempt its operational files that it once shared with
its Department of Defense counterparts. 20 2 With regard to the ability
to make security clearances more difficult to obtain, the DIA is in-
cluded with its counterparts in the NSA. 2 03 Thus, the President may

196. See discussion infra. pp. 24-26.
197. See 343 U.S. at 647.
198. See 50 U.S.C. §432c.
199. Id.
200. Id.
201. See generally, Youngstown Sheet and Tube Co. v. Sawyer, 343 U.S. 579, 647

(Jackson, J., concurring).
202. See 50 U.S.C. §431-432.
203. Id.
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direct the DIA to make security clearances more difficult to obtain and
keep.204 The concern for the DIA is the sudden loss of its ability to
maintain the secrecy of their operational files and how to get that
power back, thus making it more difficult for such information to
upload to Wikileaks.

The State Department is a different matter since there is no
statute to reinstate. Instead, a new statute must be created. The stat-
utes of Subchapter V of Chapter 15 of Title 50 provide a good template
to model such a statute. The statute should look similar to thiS2

05:

Operational Files of the Department of State
(a) Exemption by Secretary of State

The Secretary of State may exempt operational files of the Depart-
ment of State from the provisions of section 552 of title 5 (Freedom
of Information Act) which require publication or disclosure, or
search or review in connection therewith.

(b) "Operational files" defined
In this section the term "operational files" means the files of the
Department of State that document the conduct of foreign relations
officers pertaining to the legal functions of the Department of State.

(c) Search and review for Information
Notwithstanding subsection (a) of this section, exempted opera-
tional files shall continue to be subject to search and review for
information concerning-
(1) United States citizens or aliens lawfully admitted for permanent
residence who have requested information on themselves pursuant
to the provisions of section 552 of Title 5 (Freedom of Information
Act) or section 552a of Title 5 (Privacy Act of 1974);
(2) any special activity the existence of which is not exempt from
disclosure under the provisions of section 552 of Title 5
(Freedom of Information Act); or
(3) the specific subject matter of an investigation by the congres-
sional committees, the Department of Justice, Office of the Legal
Adviser of the Department of State, Office of General Counsel of the
Office of Inspector General of the Department of State, or the Office
of Investigation of the Department of State for any impropriety, or
violation of law, Executive Order, or Presidential directive in the
conduct of a foreign relations activity.

(d) Information derived or disseminated from exempted
operational files

204. Id.
205. This sample statute is based heavily off 50 U.S.C. §431 (2005). The author would

like to credit the drafters of §431 for providing the template and structure that this sample
statute is based. In addition, this sample statute skips over technical portions that would
be included otherwise (e.g. a supersedure clause).
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(1) Files that are not exempted under subsection (a) of this section
which contain information derived or disseminated from exempted
operational files shall be subject to search and review.
(2) The inclusion of information from exempted operational files in
files that are not exempted under subsection (a) of this section shall
not affect the exemption under subsection (a) of this section of the
originating operational files from search, review, publication, or
disclosure.
(3) Records from exempted operational files which have been dis-
seminated to and referenced in files that are not exempted under
subsection (a) of this section and which have been returned to ex-
empted operational files for sole retention shall be subject to search
and review.

(f) Allegation; improper withholding of records;
judicial review

Whenever any person who has requested agency records under sec-
tion 552 of Title 5 (Freedom of Information Act) alleges that the
Department of State has improperly withheld records because of
failure to comply with any provision of this section, judicial review
shall be available under the terms set forth in section 552(a)(4)(B)
of Title 5, except that-
(1) in any case in which information specifically authorized under
criteria established by an Executive order to be kept secret in the
interest of national defense or foreign relations which is filed with,
or produced for, the court by the Department of State, such infor-
mation shall be examined ex parte, in camera by the court;
(2) the court shall, to the fullest extent practicable, determine is-
sues of fact based on sworn written submissions of the parties;
(3) when a complaint alleges that requested records were improp-
erly withheld because of improper placement solely in exempted
operational files, the complainant shall support such allegation
with a sworn written submission, based upon personal knowledge
or otherwise admissible evidence;
(4)(A) when a complainant alleges that requested records were im-
properly withheld because of improper exemption of operational
files, the Department of State shall meet its burden under section
552(a)(4)(B) of Title 5 by demonstrating to the court by sworn writ-
ten submission that exempted operational files likely to contain
responsive records currently perform the functions set forth in sub-
section (b) of this section; and
(B) the court may not order the Department of State to review the
content of any exempted operational file or files in order to make
the demonstration required under subparagraph (A) of this para-
graph, unless the complainant disputes the Department of State's
showing with a sworn written submission based on personal knowl-
edge or otherwise admissible evidence;
(5) in proceedings under paragraphs (3) and (4) of this subsection,
the parties shall not obtain discovery pursuant to rules 26 through
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36 of the Federal Rules of Civil Procedure, except that requests for
admission may be made pursuant to rules 26 and 36;
(6) if the court finds under this subsection that the Department of
State has improperly withheld requested records because of failure
to comply with any provision of this section, the court shall order
the Department of State to search and review the appropriate ex-
empted operational file or files for the requested records and make
such records, or portions thereof, available in accordance with the
provisions of section 552 of Title 5 (Freedom of Information Act),
and such order shall be the exclusive remedy for failure to comply
with this section; and
(7) if at any time following the filing of a complaint pursuant to this
subsection the Department of State agrees to search the appropri-
ate exempted operational file or files for the requested records, the
court shall dismiss the claim based upon such complaint.

Such a statute empowers the State Department to exercise con-
trol and maintain the confidentiality of its own statutorily defined
operational files. By defining the operational files under section (b),
the State Department has control over a large portion of its own
files.2 0 6 Use of the term "legal" reminds the State Department that
only legal communications may be exempted from FOIA requests. 2 0 7

Section (c) provides for exceptions, namely information regarding State
Department employees under investigation for illegal activities, leav-
ing State Department employees to answer for their misconduct. 2 0 8

Section (d) allows information that may not be exempted, but con-
tained in documents with exempted information, to be subject to FOIA
requests.209 Section (d) also allows for the exempted information that
comingles with non-exempted information to remain subject to exemp-
tion, keeping the confidentiality of documents intended to remain
classified. 210 Section (f) assures that mistaken exemption is easily cor-
rected by judicial review but maintains the confidentiality of files that
would damage national security interests. 2 1 1 The President could then
rely upon a statute as described above to create an Executive Order
instructing the Secretary of State to take measures to keep operational
files of the State Department classified. 2 1 2 Such an order would fall in
line with Congressional intent contained within the statute and place

206. See §(b) infra. p. 29.
207. Id.
208. See §(c) infra. p. 29.
209. See §(d) infra. p. 30.
210. Id.
211. See §(f) infra. p. 30.
212. Id.
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the order in the highest realm of Justice Jackson's vision of Presiden-
tial power.213 By limiting the access available for operational files, it
should become much more difficult for Wikileaks to obtain sensitive
government documents meant to remain confidential.

VI. THE STATE SECRETS PRIVILEGE

If the President takes the above recommended course,
Wikileaks will struggle to publish classified information about the
United States at the same rate as previously. That, however, does not
mean Wikileaks, or its supporters, will go without a fight. On the con-
trary, Wikileaks and its supporterS214 may bring suit, challenging the
Presidential exercise of power and alleging First Amendment viola-
tions. The state secrets privilege will pose an additional and critical
impediment to their lawsuits.215

As discussed in Part I.C., the state secrets privilegre is an evi-
dentiary rule designed to prevent the release, during litigation
discovery, of classified documents that would threaten national secur-
ity.2 16 In a potential lawsuit alleging First Amendment freedom of
press violations, the state secrets privilege will prevent plaintiffs from
making a prima facie case for violation. 217 The head of the department
from which Wikileaks would seek discovery must file a formal claim of
privilege and follow the procedures Chief Justice Vinson set out for in-
vocation of the privilege. 2 18 Once followed, it will be up to the judge to
decide whether the privilege applies or not.2 19 Wikileaks most likely
would assert that the necessity for the information is high, because it
is the evidence necessary for Wikileaks to make a case that their free-
dom of press rights were violated. Thus, the Court would carefully
scrutinize the assertion of the privilege. 220 If the lawsuit centers on
the desire to leak military documents, the assertion of military secrets
would trump any assertion of necessity on the part of Wikileaks.221 If
the lawsuit centers on non-military issues, such as diplomatic files,

213. See generally Youngstown Sheet & Tube Co. v. Sawyer, 343 U.S. 579, 634 (Jackson,
J., concurring).

214. For the purposes of this article, we will assume arguendo that the supporters have
standing to bring suit.

215. See discussion infra. pp. 15-18.
216. See discussion infra. pp. 15-18.
217. Id.
218. Id.
219. Id.
220. Id.
221. Id.
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Wikileaks' necessity argument would hold a strong advantage. The
government, however, could assert that given the damaging nature of
the previous Wikileaks US diplomatic leaks and the importance of
healthy foreign diplomatic relations to national security, the privilege
must still apply. While a close call, the government assertion of the
state secrets privilege would be reasonable and not conspicuous, and in
all likelihood, would succeed in preventing discovery and ending litiga-
tion against the US during the pre-trial phase.

Wikileaks may argue that to prevent discovery of leaked docu-
ments on account of the state secrets privilege is pointless because the
"cat's already out of the bag." Executive Order No. 13526 states, how-
ever, "[c]lassified information shall not be declassified automatically as
a result of any unauthorized disclosure of identical or similar informa-
tion."2 22 In other words, information meant to be classified remains
classified, even if leaked onto a website such as Wikileaks. Thus,
Wikileaks' possible attempts to force discovery because the information
is technically no longer secret will fail.

VII. CONCLUSION

In late 2006, Julian Assange and his crew of "Chinese dissi-
dents, etc." created Wikileaks with the purpose of exposing
government and corporate documents, intended to remain confidential,
to the worldwide public.223 Over the next four years, Wikileaks re-
leased countless diplomatic and military documents that have proved
embarrassing and detrimental to US interests. 224 Wikileaks has de-
veloped a series of technological protections that make direct action on
the website, such as interception of documents before upload or tracing
users to their locations, nearly impossible. 225 Wikileaks, however, can-
not exist without two important elements: users and information. 226

Today, after four years of embarrassment and fruitless efforts to halt
the flow of information into Wikileaks by other means, the time has
come for Presidential intervention that will severely damage the flow
of information into Wikileaks; an indirect attack on the website but a
direct attack on the ability to upload from within the US government.

Presidential power, however, cannot exist without authority.
The Constitution appears to provide little power to the President to

222. Exec. Order No. 13,526, 75 Fed. Reg. 707 (Dec. 29, 2009) (alteration in original).
223. See discussion infra. p. 4.
224. See discussion infra. pp. 7-8.
225. See discussion infra. pp. 6-7.
226. See discussion infra. pp. 9-10.
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confront Wikileaks. Using Justice Robert Jackson's concurring opinion
in Youngstown, the President can find implied power by acting in con-
cert with Congressional intent. The President can use affirmative
Congressional authorization, found in the National Security Act, to di-
rect the heads of select intelligence agencies to exempt their respective
operational files from public disclosure, thus strengthening the files'
status as confidential. 2 27 The President has further authority within
the NSA to make the process of granting and keeping security clear-
ances significantly more difficult, thereby placing sensitive secret
documents in the hands of individuals the agency directors trust the
most. These individuals will be screened and scrutinized to ensure
they are not internal security risks and are least likely to ever leak
information to any outside source, including Wikileaks. 228 Without
sources who possess high security clearances, Wikileaks would lose ac-
cess to the sensitive information it covets as well as lose website
visitors due to the lack of desired leaked documents.

Presidential power does not extend into all areas of the govern-
ment that have experienced, or are vulnerable to, breaches onto
Wikileaks. FOIA's silence with regards to the Department of State
places any action into Justice Jackson's twilight zone of power, a zone
where the President has presumptive authority. Potential for First
Amendment violations, however, may prove the President has no such
power in spite of FOIA's silence. Furthermore, under the NSA, in-
structing the Secretary of State to take control of classified materials
would be incompatible with Congressional intent.229 Congress drafted
the NSA to give the Director of the CIA the ability to supervise and
ultimately be responsible for the handling of classified files inside the
State Department. 230 Thus, an instruction to the Secretary of State to
classify State Department files would run contrary to Congressional
intent.231 With respect to the DIA, Congress purposely allowed the ter-
mination of the statute granting similar authority given to the other
Department of Defense intelligence organizations to classify docu-
ments.232 By this withdrawal of authority, Congress expressed its
intent that the DIA was not to exempt their operational files from

227. See discussion infra. pp. 19-22.
228. See discussion infra. pp. 22-24.
229. See discussion infra. pp. 24-28.
230. Id.
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FOIA.2 3 3 Therefore, any Presidential instruction to restrict access to
operational files of the DIA is incompatible with Congress' will.

Congress may authorize the President to affect the classifica-
tion of information within the DIA and State Department. 234 Congress
may reenact the portion of the NSA that originally granted FOIA Ex-
emption 3 status to DIA operational files. 2 35 Congress may also draft
legislation, similar to the abovementioned draft, which would give sim-
ilar ability to the State Department to ensure that its own sensitive
documents may legally become more classified.

Finally, should a dispute arise and Wikileaks bring suit based
upon First Amendment violations, any such case would fail at the
prima facie level. 2 3 6 The "State Secrets" privilege would prevent the
discovery of evidence necessary to establish that Wikileaks cannot pub-
lish the sensitive materials it typically publishes.237 Any attempt to
reason that leaked information can be discovered because it is no
longer a "secret" also fails, because past Executive Orders dictate that
classified information remains so even after a leak.

While these proposals are not foolproof, if the President follows
Youngstown and the path described in this article, he may be able to
legally and constitutionally stop the dissemination of volumes of classi-
fied information by Wikileaks. This is by no means censorship, since
what ends up on the website is there, and cannot be taken down. But
by eliminating users and cutting off the flow of information onto the
website, Wikileaks will have less to post and little new to view. Inter-
est in the website would, in all likelihood, decline.

The President faces a tough but necessary decision to stop the
flow of information into Wikileaks. But if decisions were not tough,
then Shakespeare's timeless lament would not be timeless at all. In
the case of Wikileaks, uneasy lies the hand that clicks the mouse.

VIII. EPILOGUE 23 8

In the months that passed between the original draft of this pa-
per and publication, a lot has happened to change the face of the
Wikileaks issue.

233. Id.
234. See discussion infra. pp. 28-33.
235. Id.
236. See discussion infra. pp. 33-35.
237. Id.
238. Given recent events, the author feels compelled to include this epilogue.
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On October 7, 2011, President Obama signed Executive Order
13587.239 Titled "Structural Reforms To Improve the Security of Clas-
sified Networks and the Responsible Sharing and Safeguarding of
Classified Information," Executive Order 13587, establishes a head of
each agency to appoint a senior official to oversee the safeguarding of
confidential communications. 240 The appointed official is tasked with
the implementation of programs designed to detect insider threats,
conduct internal reviews and assign staff to a "Classified Information
Sharing and Safeguarding Steering Committee".241 The Steering Com-
mittee is tasked with enforcing senior-level accountability, among
other responsibilities. 24 2 The Order creates the "Classified Informa-
tion Sharing and Safeguarding Office", which is tasked with providing
support to the Steering Committee, among other tasks.243 The Order
also grants to the Secretary of Defense and the Director of the National
Security Agency the title of "Executive Agent for Safeguarding Classi-
fied Communications on Computer Networks".244 The Executive
Agents are charged with creating technical systems for the protection
of classified information, among other responsibilities. 245 Finally, the
Order creates the Insider Threat Task Force, an interagency program
designed "for deterring, detecting, and mitigating insider threats, in-
cluding the safeguarding of classified information from exploitation,
compromise, or other unauthorized disclosure, taking into account risk
levels, as well as the distinct needs, missions, and systems of individ-
ual agencies."246 It appears that Executive Order 13587 lays out the
groundwork to combat the flow of information into the Wikileaks
website. 247

October, 2011 also brought significant changes to Wikileaks.
Wikileaks founder Julian Assange announced that Wikileaks could no
longer publish classified documents. 248 Assange said that a blockade
of Wikileaks' financial resources by US companies "destroyed 95% of

239. 76 Fed.Reg. 63811 (Oct. 7, 2011).
240. Id.
241. Id.
242. Id. at 63812.
243. Id.
244. Id. at 63813.
245. Id.
246. Id.
247. Executive Order 13587 would also make a good topic for a companion article.

Although the portions relating to the Executive Agent can find authority in the
aforementioned National Security Act. See 50 U.S.C. Ch.15 (2005).

248. Struggling Wikileaks stops publishing classified files, BBC NEWS, at http://www.
bbc.co.uk/news/world-europe-15434493.
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[their] revenue." 2 4 9 The blockade, led by private actors, Bank of
America, Visa, MasterCard, PayPal and Western Union, caused the
loss of "tens of millions in [ ] donations at a time of unprecedented oper-
ational costs." 2 50 Sadly, the shut down lasted only a month251, but it
should leave an indelible mark on Wikileaks. Perhaps Julian Assange
may now appreciate the burdens of leadership and help make it easier
for the hand that clicks the mouse.
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